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Hello everyone. I am Jea Hyen Soung currently serving as
deputy director of the International Strategic Research
Center at the Korean Institute of Criminology (KIC). It is
truly an honor for me to be invited to such a prestigious
forum as the SERENE RISC and to have the opportunity to
address you all today.

Without much ado, I would like to provide a short brief on
the mission and roles of the KIC. Albeit short, I hope this
brief would help you better understand the KIC. Today's
brief will go from a brief history of the KIC to its
organization to major activities and research agenda and

finally to international engagement.

First up, the Korean Institute of Criminology was established
under the Korean Ministry of Justice by the enactment of
"the Act on the Korean Institute of Criminology" in 1989. In
the context of a steep increase in the number of crimes at
the time, the Korean government felt the need for a
government institute to help find appropriate policy

response.



It subsequently mandated the KIC with the mission of
conducting multi-disciplinary research drawing the best
experts from diverse academic disciplines including
criminology, sociology, psychology, and psychiatry. Since its
establishment, the KIC has contributed to human security
and global safety by conducting comprehensive and
systematic research on crime. It has provided policy advice

and suggestions on crime prevention and criminal justice.

In the course of its development, the KIC had two very
important milestones that contributed to the enlargement of
its research areas and activities. In 1999, the KIC fell under
the purview of the National Research Council for
Economics, Humanities, and Social Sciences, a network of
public institutes directly supervised by the Office of Prime

Minister in Korea.

This change of affiliation helped the KIC become the
prominent institute in the field of criminology and criminal
justice domestically. And in 2004, the KIC became the 15th
member of the United Nations Crime Prevention and
Criminal Justice Programme Network of Institutes and has
actively participated in annual UN Commission on Crime
Prevention and Criminal Justice and quinquennial UN Crime
Congresses, thereby raising its profile at the international
level.

Next, as its name suggests, the KIC's main research areas
are criminal law, criminology, and corrections. Over 1,000
cases of evidence-based research have laid the foundation
for making public policies in criminal laws, sentencing
guidelines and treatment of victims and offenders, and for

responding against different types of crimes some of which



include violent crimes, property and economic crimes, and

juvenile crimes.

As to its organization, it is comprised of 6 Divisions, 2
Offices, and 1 Center each of which formulates its own
research topic and agenda at the end of each fiscal year.

Let me provide you an overview of activities of each
division. The Criminal Law Research Division analyzes
criminal law, criminal procedural law, which serve as the

basis of a criminal justice system.

The General Crime Research Division analyzes the causes of
crimes and provides counter-measures against general
crimes. It also conducts research on preventing crimes,
targeting such vulnerable groups as the youth, women, the
elderly, and the handicapped.

The Special Crime Research Division conducts research on
such special crimes as organized crime, violent crimes,
drug-related crimes, corruption, financial crimes, and hate

crimes.

The Judicial Research Division conducts research on
improvement and reform of a criminal justice system with
the goal of rebuilding public trust in the judicial branch.
The Future Strategic Research Division conducts research
on criminal justice In pace with the changing trends of a
future society some of which include the fourth industrial
revolution, ageing demography, and economic polarization.

The International Strategic Research Center to which [ am
belonged aims to build an effective network among experts
and related research institutes across the globe to enhance
research capacities of the KIC.



The Crime Statistics Research Division collects and manages
statistics on national crime and the operation of a criminal
justice system and operates an online crime statistics
website called "Crime and Criminal Justice Statistics."

The Planning & Coordination Office and Management
Support Office set the general objectives and plans for the
operation and research activities of the KIC and provide
general administrative support to research staff.

The KIC has now signed the memorandum of understanding
(MOUs) with 37 institutes and 16 universities across the
globe. Its bilateral and multilateral cooperation with other
research institutes are expanding with every passing year.
For instance, in this year, the KIC is planning to sign yet
another MOUs with prominent institutes in Canada and
France for specialized research on the emerging issue of

cybercrime.

In addition to its ongoing international engagement, the
Korean Institute of Criminology annually hosts the so-called
Korean Institute of Criminology International Forum or in
short "KICIF" on the new and emerging issues in the field of
criminology. The topic of KICIF varies from year to year.
The theme of last year's forum was "Challenges and
Opportunities in Criminal Justice for Combating Terrorism,"
focused on sharing the best practices in preventing,
investigating, and  prosecuting terrorism cases and
responding against terrorism perpetrated against cyber

infrastructure and networks.



[t was a great success bringing together the world finest
and best experts from 8 countries and 3 international
organizations to make comprehensive and in-depth
recommendations for how best to respond against

cyber-crime.

To be specific, world-class practitioners and experts from
such prominent national agencies as the United States
Department of Homeland Security as well as Department of
Justice, the German Federal Ministry of Justice and
Consumer Protection, and the Malaysian Prosecution Service

participated in the forum as presenters.

Also participated were counter-terrorism experts from
national and international institutes, which include the
United Nations Office on Drugs and Crime (UNODC), the
United Nations Interregional Crime and Justice Institute
(UNICRI), the World Bank Group, the Australian Institute of
Criminology (AIC), the French University of Nice Sopia
Antipolis, the Singaporean S. Rajaratnam [2}X}2tEE] School
of International Studies, and the Korean National Diplomatic
Academy (KNDA).

Building on the success of the KICIF taken place last year, I
the KIC is very much primed and ready to expand its global
cooperation with interested institutes and experts present
here to conduct fruitful and complementary research on
cybercrime and relevant issues in the cyber domain. That is

the reason why [ am here today.

The KIC has also strengthened its partnership with the
United Nations Office on Drugs and Crime since its
participation in the UN PNI. Last year, In its bilateral



cooperation with the UNODC, the KIC was focused on
contributing to the implementation of the International

Classification of Crimes for Statistical Purposes (ICCS).

Last November, the KIC hosted the Second Regional Meeting
on Crime and Criminal Justice Statistics in Seoul, inviting
officials from the National Statistical Offices and related
institutes to share experiences and difficulties in collecting,
producing, and disseminating the crime statistics at the

national and regional level.

In furthering the discussion on implementing the ICCS in
the Asia-Pacific region, the KIC is now participating in
holding regional victimization surveys and training
workshops along with the Thailand Institute of Justice and
the UNODC.

As mentioned  briefly in the introduction, the KIC
researchers have participated in relevant UN conferences
some of which include the Commission on Crime Prevention
and Criminal Justice, the Commission on Narcotic Drusgs,
and International Conferences on Crime and Justice
Statistics at the international level. They also organize the
annual Northeast Asia Forum for Criminal Justice with
prominent local universities in the northeastern provinces of

the People's Republic of China for regional cooperation.

As a summary, international engagement of the KIC is
mainly conducted at the regional and international levels. In
the former case, it focuses on providing technical
assistance and capacity-building projects to help advance
the judicial systems of developing countries 1In the
Asia-Pacific region. And in the latter case, it engages with



PNI institutes at the UN to coordinate joint research for

International crime prevention.

Thank you all for your attention. Now [ would like to have
any questions you might have on the KIC.
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